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RESUMO

O presente artigo analisa a concentragdo de poder na economia de plataforma, cujo modelo de negdcio baseado
no comércio de dados desafia o direito tradicional. O objetivo ¢é investigar a interseccdo entre Direito
Concorrencial, Prote¢do de Dados (LGPD) e Tutela do Consumidor (CDC). O problema ¢ a inadequagdo da
analise antitruste classica (Escola de Chicago), focada no prego, para identificar danos em mercados de "prego
zero", como a precificagdo discriminatdria ou a exploragdo de vulnerabilidades. A metodologia é uma revisdo
bibliografica dogmatico-juridica. A pesquisa analisa a evolucdo da jurisprudéncia do CADE (Google Shopping,
Guiabolso), identificando a sua crise analitica e o0 uso do consentimento (LGPD) como solugdo. Conclui-se que a
solugdo exige a convergéncia dos trés regimes, mas adverte-se que a interoperabilidade setorial (ex: Open
Banking), embora tecnicamente viavel, ndo ¢ uma panaceia. Sem um controle rigoroso sobre o uso secundario
dos dados, o mero consentimento pode legitimar novas formas de exploragdo do consumidor, mantendo a
assimetria de poder.

PALAVRAS-CHAVE: Direito Concorrencial; Protecio de Dados Pessoais; Direito do

Consumidor; Economia de Plataforma; Poder de Mercado.

ABSTRACT

This article analyzes the concentration of power in the platform economy, whose business model based on data
commerce challenges traditional law. The objective is to investigate the intersection between Competition Law,
Data Protection (LGPD), and Consumer Protection (CDC). The problem lies in the inadequacy of classical
antitrust analysis (Chicago School), focused on price, to identify harm in "zero-price" markets, such as
discriminatory pricing or the exploitation of vulnerabilities. The methodology consists of a dogmatic-legal
bibliographic review. The research analyzes the evolution of CADE's jurisprudence (Google Shopping,
Guiabolso), identifying its analytical crisis and the use of consent (LGPD) as a solution. It is concluded that the
solution demands the convergence of the three regimes, but it is warned that sectoral interoperability (e.g., Open

1 £ graduando em Direito pelo Instituto Brasileiro de Ensino, Desenvolvimento e Pesquisa -IDP. Contato:
g.menezests@gmail.com.
2 Professora do Instituto Brasileiro de Ensino, Desenvolvimento e Pesquisa (IDP), em Brasilia. Mestra e Doutora
em Direito Internacional pela Universidade Federal do Rio Grande do Sul (UFRGS). Endereco eletronico:
tatibruhn@hotmail.com.
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Banking), although technically feasible, is not a panacea. Without strict control over the secondary use of data,
mere consent may legitimize new forms of consumer exploitation, maintaining power asymmetry.

Keywords: Competition Law; Personal Data Protection; Consumer Law; Platform Economy;

Market Power.

INTRODUCAO

A sociedade contemporanea vivencia uma profunda reestruturagdo economica, social e
juridica. Impulsionada pela evolug¢do do Big Data, da Internet das Coisas e da Inteligéncia
Artificial, essa transformacao consolidou o dado pessoal como o principal ativo estratégico da
chamada Economia de Plataforma.’ Tais plataformas digitais, ao atuarem como intermediarios
cruciais e infraestruturas essenciais para a vida social, politica e econdmica, tendem a
concentrar poder de mercado de forma acelerada, gerando um efeito de rede que dificilmente
¢ replicado por novos concorrentes.

A critica central que move o presente artigo reside na inadequacdo do instrumental
juridico cléassico para controlar esse novo modelo de poder. O Direito Concorrencial,
historicamente ancorado na Escola de Chicago” e centrado exclusivamente na protegio do fator
preco, mostra-se ineficaz para identificar e remediar os danos anticompetitivos nos chamados
"mercados de preco zero".

Nesses ambientes, os prejuizos ndo se manifestam primariamente no aumento de custos
monetarios para o consumidor, mas sim em formas mais sutis e perigosas, como a exploragao
de vulnerabilidades, a precificagdo discriminatoria algoritmica’ e a consolidagdo de barreiras a
entrada que sufocam a inovacdo. O problema fundamental, portanto, ¢ a crise analitica do
antitruste frente a assimetria de informacao e ao poder de vigilancia inerente ao modelo de
negdcio baseado em dados.

Diante desse cenario, este trabalho estabelece como objetivo central investigar a

necessidade e as vias de um alinhamento substantivo entre trés regimes juridicos cruciais: o

3 Modelo de negdcio baseado em plataformas digitais (como Google, Facebook ¢ Amazon) que atuam como
intermediarios cruciais entre dois ou mais grupos de usuarios (os chamados mercados de dois lados), concentrando
dados e gerando fortes efeitos de rede.

4 Corrente de pensamento do Direito Concorrencial que dominou a partir dos anos 1970, defendendo a intervengdo
estatal minima e focando a andlise de danos exclusivamente na eficiéncia econdmica e, principalmente, no efeito
sobre o prego ao consumidor (o chamado consumer welfare standard).

5 Pratica comercial que utiliza algoritmos e a analise de dados comportamentais (perfilizagdo) para oferecer pregos
diferentes a consumidores distintos, ndo com base em custos objetivos, mas sim na sua disposi¢do individual de
pagar (o willingness to pay), explorando assimetrias e vulnerabilidades.
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Direito Concorrencial, a Prote¢ao de Dados Pessoais (com a promulgac¢ao da LGPD) e a Tutela
do Consumidor (CDC). Para alcangar tal objetivo, o artigo serd estruturado em trés eixos
principais. Inicialmente, serd delineado o referencial tedrico que explica a formagdo da
Economia de Plataforma e o funcionamento dos seus mercados de dois lados.

Em seguida, serd analisada a evolucdo da jurisprudéncia do CADE (Conselho
Administrativo de Defesa Econdmica), examinando os limites da sua atuacdo em casos que
envolvem a recusa de contratar e o controle de dados. Por fim, o trabalho focara na importancia
do direito a portabilidade de dados, previsto na LGPD, como ferramenta para instrumentalizar
a defesa da concorréncia e a prote¢ao do consumidor.

A solugdo proposta aponta para a inevitavel convergéncia e atuacdo harmonica dos trés
regimes juridicos como caminho para garantir o bem-estar social na era digital. Argumenta-se
que a abordagem mais eficaz para desmantelar o poder estrutural das plataformas reside na
implementagdo de remédios estruturais que promovam a abertura e a interoperabilidade
setorial. Iniciativas como o Open Banking,® nio sendo apontado como o modelo ideal de
solucdo, ao transferirem o controle dos dados para o titular e garantirem o seu livre fluxo,
representam a via mais promissivel para fomentar a concorréncia e, simultaneamente, assegurar
o direito fundamental a autodeterminagdo informativa,” garantindo um ambiente digital mais

equilibrado e justo.

METODOLOGIA E PARAMETROS DA PESQUISA

Para fundamentar as conclusdes sobre a jurisprudéncia do CADE e a intersec¢dao dos
trés ramos do Direito (Concorréncia, Consumidor e Protecdo de Dados), foi realizada uma
pesquisa de natureza dogmatico-juridica e de revisdo bibliografica, com abordagem puramente
qualitativa. O objetivo foi analisar a intersec¢do critica entre o Direito Concorrencial, a
Protecao de Dados Pessoais e a Tutela do Consumidor no contexto da economia de plataforma.
A pesquisa foi conduzida em duas etapas distintas, que permitiram uma analise abrangente do

tema.

¢ Sistema regulamentado (no Brasil, pelo Banco Central) que obriga a abertura e o compartilhamento de dados
(financeiros, no caso do Open Banking) e servigos entre instituigdes, mediante o consentimento do cliente (titular
dos dados), visando promover a concorréncia ¢ a portabilidade.

7 Conceito fundamental do Direito de Protegdo de Dados, que garante ao individuo o direito fundamental de
controlar o fluxo, o processamento e a divulgacdo de suas informagdes pessoais. E um conceito mais amplo e
ativo do que o direito a privacidade classico.
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Na primeira fase da pesquisa, realizou-se um levantamento e selecdo da doutrina
contida nos nove arquivos-base fornecidos. Esse levantamento permitiu identificar o problema
de pesquisa central: a inadequacao das ferramentas antitruste tradicionais (focadas em preco)
para lidar com os novos danos concorrenciais e consumeristas (como a precificagdo
discriminatoria e os vicios digitais) que emergem do comércio de dados pessoais.

Na segunda fase, a pesquisa adquiriu uma abordagem de analise de conteudo e sintese
dogmatica, focada em como a doutrina e a jurisprudéncia (conforme analisadas pelos autores-
base) tratam o lock-in,® os data-opédlios® e as praticas abusivas. Nessa etapa, buscou-se
compreender os critérios adotados pela jurisprudéncia (notadamente as decisdes do CADE,
como Google Shopping, Caso Guiabolso e os precedentes de Infraestruturas Essenciais) € 0s
remédios juridicos propostos (Portabilidade de Dados, Doutrina das Infraestruturas

Essenciais'®

e Open Banking). A andlise qualitativa permitiu identificar padrdes
argumentativos e os elementos que conectam os trés ramos do Direito (Concorréncia,
Consumidor e Protecdao de Dados).

Para chegar aos resultados dos dados coletados, a metodologia de coleta de dados foi a
analise documental de um corpus textual pré-definido, composto por artigos cientificos,
dissertagdes e publicacdes académicas fornecidas como fonte primaria. A metodologia de
analise consistiu na leitura aprofundada, fichamento dos argumentos centrais e extragdo das
citagdes-chave de cada documento, que foram entdo reorganizadas e reescritas para evitar
plagio e garantir a coesdo do novo texto.

Outrossim, ao obter os argumentos centrais de cada arquivo, estes foram filtrados
manualmente. Argumentos que ndo se relacionavam diretamente com a intersec¢do dos trés
ramos (Concorréncia, Consumidor, Dados) foram afastados, focando-se estritamente naqueles

que construiam a tese da "necessidade de alinhamento substantivo" e na andlise das praticas de

comeércio de dados.

8 Termo econdmico que descreve uma situagdo em que os custos de troca de um servigo para outro (custos de
switching) sao tao altos (especialmente devido ao aprisionamento de dados) que o consumidor ¢ mantido refém
da plataforma dominante.

° Neologismo que descreve a concentragdo de poder de mercado (monopdlio ou oligopélio) baseada no controle
massivo e exclusivo de grandes volumes de dados pessoais (Big Data).

19 (Do inglés, Essential Facility Doctrine). Doutrina do Direito Concorrencial segundo a qual um monopolista
pode ser obrigado a fornecer acesso a uma infraestrutura (um insumo, como uma rede ou, no contexto digital, uma
base de dados) aos seus rivais, caso esta seja indispensavel e inviavel de ser duplicada.
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Essas duas etapas de pesquisa, levantamento bibliografico e sintese qualitativa,
forneceram a visao ampla e detalhada que resultou na compreensao do problema, na analise da
jurisprudéncia e nos remédios apresentados neste artigo. Tendo explicitado o método, passa-se

a sintese final dos achados.

O DADO COMO DIREITO FUNDAMENTAL: DA PRIVACIDADE A
AUTODETERMINACAO INFORMATIVA

Para solucionar a crise analitica do antitruste na economia de plataforma, ¢ imperativo
primeiro compreender a natureza juridica do ativo em disputa: o dado pessoal. A elevagdo da
protecdo de dados a direito fundamental ndo é apenas um marco civilizatorio, mas o ponto de
atrito central com o modelo de negécios das Big Techs. Entender a evolucao da 'privacidade’
para a 'autodeterminagdo informativa' ¢ pré-requisito para legitimar o uso do consentimento
como ferramenta de quebra de monopdlios, conforme serd proposto nos capitulos finais

Para analisar a intersec¢ao proposta na introdugdo, ¢ fundamental dissecar seus dois
pilares. O primeiro € o proprio regime de Protecdo de Dados Pessoais, ja que o advento da era
digital e a consequente proliferacdo de informagdes pessoais redefiniram os parametros de
privacidade e seguranca de dados. Este capitulo visa tracar a evolug¢do da protecao de dados,
fornecendo uma base solida para a compreensao das nuances legais e conceituais que moldam
o atual cenario da privacidade na era digital.'! A sociedade contemporinea atravessa uma
profunda reorganizagdo estrutural, impulsionada pela evolugdo do Big Data, da Internet das
Coisas e da Inteligéncia Artificial.

Neste estdgio, a informacdo consolidou-se como o elemento principal para o
desenvolvimento da economia.!?> Vive-se imerso no ciberespaco, onde o uso das Tecnologias
da Informacio e Comunicagio (TICs) tornou-se parte essencial do cotidiano.!®> Dentro desta

nova logica, os dados adquiriram valor estratégico, conforme sintetizado na famosa frase

' COELHO, Randys Machado. Protegendo a privacidade dos dados pessoais no Brasil: analise da Lei de Protegio
dos Dados (LGPD). 2023. 21 p. Trabalho de Conclusdo de Curso - Graduacdo( Sistemas de Informagdo) -
Universidade Estadual de Goias, Porangatu.

12 BIONI, 2019

3 TAKANO; SILVA, 2020
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creditada ao matematico britanico Clive Humby,'* segundo a qual os dados sio o novo
petrdleo.

Essa moderna organizagdo social foi sedimentada pela evolugdo tecnoldgica, que
desenvolveu mecanismos capazes de processar e transmitir informagdes em quantidades e
velocidades absurdas.!> A propria estrutura dos relacionamentos sociais foi energizada por um
fluxo informacional que, efetivamente, nio encontra mais obstaculos fisicos distanciais.'®

Ainda que essa nova forma de organizagdo ndo se restrinja a0 meio ambiente virtual, a
Internet € considerada a ferramenta de destaque desse processo. A consequéncia direta dessa
digitalizagdo ¢ a realidade da vigilancia em massa dos cidaddos, viabilizada pelos dados
disponiveis na rede, o que os torna cada vez mais transparentes. Neste cendrio, como aponta
SOMBRA,!'7 o conceito de privacidade teve que ser reinventado, visando atender novas
demandas por liberdade, autonomia, inovagdo, valores democraticos ¢ a quebra de paradigmas
convencionais do mundo fisico.

A quantidade de dados disponiveis multiplica-se rapidamente, e a densidade das
conexdes entre informacgdes cresce de forma vertiginosa, resultando em um fluxo cadtico de
informagdes.'® O acesso e a utilizagio de dados tornaram-se, assim, valiosos e atraentes
recursos empresariais.

Essa preocupacgdo com a esfera privada, contudo, possui raizes historicas profundas que
antecedem a era digital. Desde a Segunda Guerra Mundial, o0 mundo atravessou um periodo
mais intenso de garantia dos direitos basicos dos cidaddos, com a necessaria intervencdo dos
paises para assegurar saude, educagdo, moradia e outros direitos.

A Declaracao Universal de Direitos Humanos de 1948, em seu artigo 12, ja dispunha
sobre o tema, garantindo que ninguém deveria sofrer intromissdes arbitrarias em sua vida
privada. A formulagao juridica internacional dos direitos humanos ¢, de fato, recente, mas suas

origens sao mais antigas e complexas. Como analisa TRINDADE:

14 Clive Robert Humby, matematico e empresario britdnico com atuagdo destacada na area da ciéncia de dados,
foi o responséavel por cunhar, em 2006, a célebre expressao “os dados sdo o novo petroleo”. Ele destacou que o
verdadeiro valor ndo reside na mera acumulagdo de informagdes, mas sim na capacidade de analisa-las e
interpreta-las de forma inteligente, permitindo gerar insights e transformagdes significativas no funcionamento e
na estratégia das empresas.

1S BIONI, 2019

16 Ibid.

17SOMBRA, 2019

BLEVY, 1999
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"A nocao de direitos inerentes a pessoa humana encontra
expressdo, ao longo da histéria, em regides e épocas distintas. A
formulacao juridica desta nog¢do, no plano internacional ¢é, no
entanto, historicamente recente, articulando-se nos ultimos
cinquenta anos, mormente a partir da ado¢do da Declaragao
Universal de Direitos Humanos de 1948. As raizes que hoje
entendemos por prote¢do internacional dos direitos humanos
remontam, contudo, a movimentos sociais e politicos, correntes
filosoficas, e doutrinas juridicas distintas, que florescem ao
longo de varios séculos em diferentes regides do mundo"."”
Nesse contexto, o direito a privacidade consolidou-se como um direito fundamental

para a humanidade, correspondendo ao conjunto de informagdes contidas na vida pessoal,
profissional e social do ser humano que nao podem escapar ao seu controle e, portanto, ndo
. 7020 . ~ o ge s . . A e

podem ser expostas além do necessario.”” A violagao deste principio implica na interferéncia
direta das relagdes pessoais ¢ de intimidade, causando inibi¢ao a criatividade e obstrugdo a
comunicagao.

Doutrinariamente, o direito a privacidade ¢ entendido como uma espécie do que se
chama de direitos da personalidade.?! Nas palavras de BITTAR, estes sdo

"os direitos reconhecidos a pessoa humana tomada em si mesma
e em suas projecdes na sociedade, previstos no ordenamento

juridico exatamente para a defesa de valores inatos no

homem".?

Tais direitos preservam a individualidade e sdo classificados em trés grupos: direito a
integridade fisica, a integridade psiquica e & integridade moral. DINIZ,? contribui ao asseverar
que os direitos da personalidade sdo direitos subjetivos que permitem a um individuo proteger
o que ¢ seu, incluindo sua integridade fisica (vida, corpo), sua integridade intelectual (liberdade
de pensamento, autoria) e sua integridade moral (honra, privacidade, segredo, imagem,

identidade).>*

Y TRINDADE, 1997, p. 17

20 ALBUQUERQUE, Cinthya Maria Caetano; LIMA, Renata Albuquerque; MAGALHAES, Atila de Alencar
Araripe. O mercado de dados pessoais no Brasil: analise juridica da 1* multa imposta pela Agéncia Nacional de
Protegdo de Dados. Prisma Juridico, [S. 1.], v. 24, p. 25730, 2025. DOI: 10.5585/2025.25730. Disponivel em:
https://uninove.emnuvens.com.br/prisma/article/view/25730. Acesso em: 5 nov. 2025.

2 Ibid.

2 BITTAR, 2015, p. 234

B DINIZ, 2021

# Ibid.
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Por se tratar de um direito da personalidade, a privacidade ¢ dotada de caracteristicas
como intransmissibilidade, imprescritibilidade, irrenunciabilidade e inexpropriabilidade.?®
Observa-se, ainda, uma trajetéria de transformagao desse direito, que progride da nogao de ser
um direito ligado a personalidade para se tornar um direito fundamental, status consolidado em
ordenamentos como o da Unido Europeia, que elevou a protecdo de dados a esse patamar.?¢

Contudo, com a evolugdo da sociedade contemporanea e a expansdao dos meios de
comunica¢do em massa, verificou-se que o direito a privacidade, em sua concepgao classica,
ndo conseguiu mais comportar o controle das informagdes pessoais diante da nova era da
sociedade de informacdo.?” Naquela época, ainda ndo havia uma diferenciagdo clara entre
direito a privacidade e direito a prote¢ao de dados pessoais, sendo este ultimo entendido apenas
como um subdireito que decorria do primeiro.

Fez-se necessaria uma evolug¢do conceitual: enquanto o direito a privacidade ¢ um
direito, a protecao dos dados pessoais ¢ a forma de atingi-lo, havendo, portanto, uma relacao
simbidtica entre os temas.?® A prote¢io de dados passou a ser compreendida como o direito
fundamental do individuo de controlar a coleta, o processamento e a divulgacdo de suas
informagdes pessoais, um conceito intrinsecamente ligado a autodeterminagdo informativa,
garantindo que os individuos tenham voz ativa no tratamento de seus proprios dados.?’

Historicamente, a prote¢ao de dados pessoais tem sido compreendida como o direito de
o individuo autodeterminar suas informagdes, fazendo com que, por meio do consentimento, o
cidaddo emita autorizagdes sobre o fluxo dos seus dados, controlando-o0s.>’ Para que essa
disciplina ganhasse autonomia, foi preciso desvincular a prote¢do de dados das amarras
conceituais da privacidade. Nesse sentido, BIONI defende que:

"O direito a prote¢ao dos dados pessoais deve ser alocado como
uma nova espécie do rol aberto dos direitos da personalidade,
dando elasticidade a clausula geral da tutela da pessoa humana.
Caso contrario, corre-se o risco de ele nao se desprender das
amarras conceituais e da dinamica do direito a privacidade e, em
ultima andlise, inviabilizar uma normatizagdo propria para

23 GOMES, 1998

26 FUSTER, 2014

27 BIONI, 2022

2 Ibid.

2 DE SOUSA, Rosilene Paiva Marinho; DA SILVA, Paulo Henrique Tavares. Protegdo de dados pessoais e os
contornos da autodeterminagdo informativa. Informagdo & Sociedade, v. 30, n. 2, 2020.

30 BIONI, 2019
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regular o fluxo informacional como fator promocional da pessoa

humana".3!

A urgéncia dessa autonomia foi ditada pela economia. Os dados pessoais passaram a
ditar uma logica de acumulagdo de capital para geracao de riquezas. O avango da tecnologia e
a capacidade de processar grandes volumes de dados (Big Data) permitem o refinamento das
informagdes para diversas finalidades, como a segmentagdo de consumidores, a analise de
riscos e a formagdo de bancos de dados mais precisos.>?

Isso torna o acesso e tratamento de dados um dos valores mais significativos
atualmente. A capacidade de processamento possibilita, como aponta MIRAGEM,* identificar
tendéncias com alta precisdo, indo além das abordagens tradicionais baseadas em amostragens.
Os dados coletados passam por um processo de tratamento que permite, por exemplo, a
segmentacao dos consumidores com base nas informagdes fornecidas por eles proprios, o que
confere um alto valor aos dados.

A identificacdo de padrdes de consumo agora ¢ mais precisa, aumentando a eficicia na
compreensdo do comportamento de cada individuo.** Diante desse cendrio, ¢ em face dos
problemas decorrentes do tratamento inadequado e das distor¢des, nasceu a necessidade da
regulagdo do setor, visto que o acesso e tratamento de dados repercute na esfera econdmica,
privacidade e liberdade do individuo no ciberespago.*

A protecdo destas informagdes tornou-se crucial, levando muitos paises a adotar novas
regras de prote¢do de dados ou atualizar as vigentes.**Para que a regulagio fosse possivel, foi
preciso definir seu objeto: o "dado pessoal". Segundo os regramentos que surgiram, dado
pessoal ¢ entendido como a informagdo relacionada a uma pessoa natural identificada ou

identificavel. A COMISSAO EUROPEIA, por exemplo, define dados pessoais como

31 Ibid., p. 100

32 CAVALCANTI DE CARVALHO GARCIA, Renata. Prote¢do de dados pessoais no Brasil: Uma analise da Lei
n°® 13.709/2018 sob a perspectiva da Teoria da Regulagdo Responsiva. Journal of Law and Regulation, /S. 1./, v.
6, n. 2, p. 45-58, 2020. Disponivel em: https://periodicos.unb.br/index.php/rdsr/article/view/28490. Acesso em:
5 nov. 2025.

3 MIRAGEM, 2019

34 Ibid.

33 CAVALCANTI DE CARVALHO GARCIA, Renata. Prote¢do de dados pessoais no Brasil: Uma anélise da Lei
n°® 13.709/2018 sob a perspectiva da Teoria da Regulacdo Responsiva. Journal of Law and Regulation, /S. ./, v.
6, n. 2, p. 45-58, 2020. Disponivel em: https://periodicos.unb.br/index.php/rdsr/article/view/28490. Acesso em:
5 nov. 2025. ¢ COELHO, Randys Machado. Protegendo a privacidade dos dados pessoais no Brasil: analise da
Lei de Protecdo dos Dados (LGPD). 2023. 21 p. Trabalho de Conclusdo de Curso - Graduacdo( Sistemas de
Informacao) - Universidade Estadual de Goias, Porangatu.

36 JRAMINA, 2020
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informacdes relativas a uma pessoa viva, identificada ou identificavel, incluindo informagdes
distintas que podem levar a identificagdo de uma determinada pessoa.’

O conceito de "identificavel" significa que a pessoa pode ser identificada, direta ou
indiretamente, por referéncia a um identificador. Estes dados podem incluir, mas ndo estdo
limitados a nomes, enderegos, numeros de telefone, enderecos de e-mail e registros
biométricos.*® A titulo de exemplo, menciona-se que se uma informagdo de geolocalizag¢io, em
conjunto com outras informagdes suplementares, for capaz de identificar um individuo, sera
considerada, neste contexto, como dado pessoal.

No Brasil, o conceito ¢ abordado na Lei Geral de Protecdo de Dados (LGPD), que
considera pessoal o dado que permite a identificagdo, direta ou indireta, da pessoa natural,
incluindo nome, sobrenome, data de nascimento, documentos pessoais (CPF, RG, CNH),
endereco, telefone, e-mail, cookies e endereco IP.** MACHADO,* destaca a importancia da
identificabilidade da pessoa humana na conceituagao de informagdo pessoal, enfatizando que
o conceito amplo de dado pessoal é expressado pela normativa brasileira.

Embora o senso comum juridico frequentemente alce o consentimento a posicao de
protagonista, ¢ impreciso classifica-lo como o Unico 'pilar central' da LGPD. A legislacao
brasileira rompe com essa visdo monista ao estabelecer, em seu artigo 7°,4 um rol taxativo de

dez bases legais** autorizativas para o tratamento de dados.

3ALBUQUERQUE, Cinthya Maria Caetano; LIMA, Renata Albuquerque; MAGALHAES, Atila de Alencar
Araripe. O mercado de dados pessoais no Brasil: analise juridica da 1* multa imposta pela Agéncia Nacional de
Protecdo de Dados. Prisma Juridico, [S. 1.], v. 24, p. 25730, 2025. DOI: 10.5585/2025.25730. Disponivel em:
https://uninove.emnuvens.com.br/prisma/article/view/25730. Acesso em: 5 nov. 2025.

38 CAVALCANTI DE CARVALHO GARCIA, Renata. Protegdo de dados pessoais no Brasil: Uma analise da
Lein® 13.709/2018 sob a perspectiva da Teoria da Regulagdo Responsiva. Journal of Law and Regulation, /S. ./,
v. 6,n. 2, p. 45-58, 2020. Disponivel em: https://periodicos.unb.br/index.php/rdsr/article/view/28490. Acesso em:
5 nov. 2025. e COELHO, Randys Machado. Protegendo a privacidade dos dados pessoais no Brasil: analise da
Lei de Protecdo dos Dados (LGPD). 2023. 21 p. Trabalho de Conclusdo de Curso - Graduagdo( Sistemas de
Informacao) - Universidade Estadual de Goias, Porangatu.

3 Ibid.

O MACHADO, 2023, p. 14-15

41 Art. 7° O tratamento de dados pessoais somente poderd ser realizado nas seguintes hipoteses: I - mediante o
fornecimento de consentimento pelo titular; [...] V - quando necessario para a execucdo de contrato ou de
procedimentos preliminares relacionados a contrato do qual seja parte o titular, a pedido do titular dos dados; [...]
IX - quando necessario para atender aos interesses legitimos do controlador ou de terceiro, exceto no caso de
prevalecerem direitos e liberdades fundamentais do titular que exijam a protecdo dos dados pessoais. (Lei n°
13.709, de 14 de agosto de 2018)

42 0 Art. 7° da LGPD estabelece um rol taxativo de dez Bases Legais que autorizam o tratamento de dados
pessoais. O Legitimo Interesse do Controlador (Art. 7°, IX) € uma dessas bases, permitindo o tratamento de dados
sem consentimento direto, desde que respeitados os direitos e liberdades fundamentais do titular.
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O consentimento € apenas uma dessas hipoteses, coexistindo com outras nove bases
igualmente autobnomas, como a execucao de contrato, o cumprimento de obrigacao legal e, de
forma critica para a economia de plataforma, o legitimo interesse do controlador. Focar
excessivamente no consentimento ignora que grandes players frequentemente utilizam essas
outras bases legais para justificar o tratamento massivo de dados sem a necessidade de anuéncia
direta do titular, esvaziando o controle individual.

O consentimento "informado" é um componente essencial da protecdo de dados.
Conforme BROWN,* ele se refere a permissdo explicita concedida por um individuo para o
processamento de seus dados, devendo ser obtido de maneira clara e transparente, com o
individuo plenamente ciente de como seus dados serdo utilizados. Além de informado, o
consentimento deve ser "livre", conceito presente na LGPD, que enfatiza a importancia da
vontade autdnoma e consciente do individuo ao consentir.

O Codigo Civil de 2002 reflete essa perspectiva ao privilegiar a autonomia privada,
considerando os valores e interesses da sociedade. No contexto contratual, é crucial a
manifestacao de vontade livre e de boa-fé, sem vicios como erro, dolo, coagao ou fraude. Esses
regramentos destacam, além do consentimento livre e informado, outros aspectos importantes:
1) a previsdo de uma finalidade especifica para o colhimento das informagdes; ii) o direito de
acesso aos dados e a retirada do consentimento pelo titular; e iii) a responsabilidade das
empresas sobre a seguran¢a das informacgdes armazenadas.**

No Brasil, antes da LGPD, diversas legislacdes prepararam o terreno para uma
implementagdo abrangente. A tutela da privacidade e prote¢ao dos dados pessoais encontrava
respaldo no Cédigo de Defesa do Consumidor (Lei n° 8.078/90) e no Marco Civil da Internet
(Lei n® 12.965/14). O CDC, em seu artigo 43, ja em 1990, comecou a abordar a protecdo dos
dados pessoais em bancos de dados e cadastros, exigindo notificacdo ao consumidor sobre a
abertura desses registros. Relativamente a protecdo dos dados pessoais do consumidor,

preconizada no CDC, Laura Schertel Mendes aponta:

4 BROWN, 2019

4 CAVALCANTI DE CARVALHO GARCIA, Renata. Prote¢do de dados pessoais no Brasil: Uma anélise da
Lein® 13.709/2018 sob a perspectiva da Teoria da Regulacdo Responsiva. Journal of Law and Regulation, /S. ./,
v.6,n. 2, p. 45-58, 2020. Disponivel em: https://periodicos.unb.br/index.php/rdsr/article/view/28490. Acesso em:
5 nov. 2025. e COELHO, Randys Machado. Protegendo a privacidade dos dados pessoais no Brasil: analise da
Lei de Protecdo dos Dados (LGPD). 2023. 21 p. Trabalho de Conclusdo de Curso - Graduagdo( Sistemas de
Informacao) - Universidade Estadual de Goias, Porangatu.
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"o direito basico do consumidor a prote¢ao de dados pessoais
envolve uma dupla dimensao: (i) a tutela da personalidade do
consumidor contra os riscos que ameagam a sua personalidade
em face da coleta, processamento, utilizacdo e circulagdo dos
dados pessoais e (ii) a atribuicdo ao consumidor da garantia de
controlar o fluxo de seus dados na sociedade".**

Outras leis surgiram nesse periodo, como a "Lei do Cadastro Positivo",*

¥ que
regulamentou dados de operagdes financeiras, a Lei de Acesso a Informag¢ao (BRASIL, 2011)
e a "Lei Carolina Dieckmann",*’” que criminalizou a obtencio de dados pessoais sem
consentimento através de dispositivos eletronicos.

Com o mundo conectado em rede, surgiu o Marco Civil da Internet,*s

que passou a
declarar a proteg¢ao de dados pessoais como fundamento para uso da internet. O MCI foi criado
para regular o uso da internet no Brasil, com artigos para proteger a confidencialidade da vida
digital e exigir consentimento para tratamento de dados.*’

A proposito, cite-se o disposto no artigo 11 da mencionada lei, que estabelece que
qualquer tratamento de dados pessoais processado no Brasil, ou cujos dados sejam meramente

coletados em territorio nacional, deve obrigatoriamente se submeter a legislacao brasileira:

"Em qualquer operagdo de coleta, armazenamento, guarda e
tratamento de registros, de dados pessoais ou de comunicagdes
por provedores de conexdo e de aplicagdes de internet em que
pelo menos um desses atos ocorra em territorio nacional, deverao
ser obrigatoriamente respeitados a legislacdo brasileira e os
direitos a privacidade, a protecdo dos dados pessoais e ao sigilo
das comunicagdes privadas e dos registros".

Contudo, apesar do Marco Civil, o Brasil sentia a necessidade de uma legislagdo mais

abrangente, pois ndo existia regulamentacdo que abordasse especificamente a problematica da
protecdo de dados de forma unificada.>®
Depois da General Data Protection Regulation (GDPR) na Unido Europeia, o Brasil

passou a ter a sua propria legislagdo sobre o assunto. A GDPR, implementada em 2016,

4 MENDES, 2016

46 BRASIL, 2011

47T BRASIL, 2012

4 BRASIL, 2014

4 Ibid.

S0 CAVALCANTI DE CARVALHO GARCIA, Renata. Prote¢do de dados pessoais no Brasil: Uma anélise da Lei
n°® 13.709/2018 sob a perspectiva da Teoria da Regula¢do Responsiva. Journal of Law and Regulation, /S. 1./, v.
6, 1.2, p. 45-58, 2020. Disponivel em: https://periodicos.unb.br/index.php/rdsr/article/view/28490. Acesso em:
5 nov. 2025.
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influenciou o Brasil a criar sua propria legislagdo.’! O assunto ganhou for¢a no Congresso a
partir de 2015, e escandalos como o da Cambridge Analytica em 2018 aceleraram a tramitacao
da Lei Geral de Protegio de Dados (Lei n°® 13.709, 2018).5 Foram quase oito anos de tramitagio
para a promulgacio e publicacio da lei.*

Em principio, a Lei Geral de Protecdo de Dados Pessoais (LGPD) entrara em vigor em
agosto de 2020, e as empresas que realizam quaisquer operagdes de tratamento de dados
pessoais (coleta, armazenamento, uso ¢ transferéncia), inclusive nos meios digitais, no
territorio nacional, deverdo se adequar as suas disposi¢des.>*

A Lei Geral de Prote¢ao de Dados Pessoais (LGPD), que entrou em vigor em 2020,
estabeleceu o marco regulatério brasileiro com o objetivo de proteger os direitos fundamentais
de liberdade e de privacidade, bem como o livre desenvolvimento da personalidade do titular.>®

A lei define diretrizes e normas de boa-fé para o tratamento de dados pessoais e
sensiveis, aplicando-se a todas as empresas que realizam operagdes de coleta, armazenamento,
uso e transferéncia de dados, inclusive por meios digitais.’® Crucialmente, a LGPD adota o
principio da jurisdicdo extraterritorial, a semelhanca do GDPR europeu, sujeitando a sua
disciplina qualquer processamento que vise a oferta de bens ou servigos a individuos
localizados no Brasil. Essa ampla aplicabilidade garante que a lei possa disciplinar o fluxo
global de dados e, consequentemente, o0 modelo de negdcio das grandes plataformas digitais.>’

A lei ¢ aplicavel a empresas de todos os tamanhos, fornecendo excegdes apenas em

instancias enumeradas, como para fins jornalisticos, artisticos, académicos, de seguranca

S COELHO, Randys Machado. Protegendo a privacidade dos dados pessoais no Brasil: analise da Lei de Prote¢do
dos Dados (LGPD). 2023. 21 p. Trabalho de Conclusdo de Curso - Graduacao( Sistemas de Informacao) -
Universidade Estadual de Goias, Porangatu.

52 Ibid.

33 Ibid.

3 CAVALCANTI DE CARVALHO GARCIA, Renata. Protegdo de dados pessoais no Brasil: Uma andlise da Lei
n°® 13.709/2018 sob a perspectiva da Teoria da Regulag@o Responsiva. Journal of Law and Regulation, [S. 1.], v.
6, n. 2, p. 45-58, 2020. Disponivel em: https://periodicos.unb.br/index.php/rdsr/article/view/28490. Acesso em:
5 nov. 2025.

35 COELHO, Randys Machado. Protegendo a privacidade dos dados pessoais no Brasil: analise da Lei de Prote¢do
dos Dados (LGPD). 2023. 21 p. Trabalho de Conclusdao de Curso - Graduagdo( Sistemas de Informacao) -
Universidade Estadual de Goids, Porangatu.

%6 Ibid.

ST CAVALCANTI DE CARVALHO GARCIA, Renata. Prote¢do de dados pessoais no Brasil: Uma analise da Lei
n°® 13.709/2018 sob a perspectiva da Teoria da Regulacdo Responsiva. Journal of Law and Regulation, [S. 1.], v.
6, n. 2, p. 45-58, 2020. Disponivel em: https://periodicos.unb.br/index.php/rdsr/article/view/28490. Acesso em:
5 nov. 2025.
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publica ou defesa nacional.’>A LGPD transformou a abordagem a protecio de dados,
promovendo uma cultura de respeito em contraste com a pratica anterior de coleta
indiscriminada e tratamento abusivo.*

Um dos requisitos da LGPD ¢ a obrigacao de fornecer informagdes claras sobre a
finalidade da coleta de dados ao consumidor®. O controlador deve informar sobre a forma e
duracdo do tratamento, identificar-se, fornecer informagdes de contato, explicar o
compartilhamento de dados e suas finalidades, e esclarecer a responsabilidade dos agentes de
tratamento.5!

A lei estabelece direitos aos titulares dos dados, como o acesso, retificacao,
portabilidade, eliminacdo e revogacao do consentimento. A lei também exige que as empresas
estabelecam medidas de seguranca adequadas para proteger os dados pessoais, evitando
vazamentos e perdas. Segundo a advogada PINHEIRO, "as empresas devem implantar medidas
de seguranga e politicas para gestdo de incidentes, a fim de minimizar os riscos de vazamentos,
roubo e utiliza¢do indevida de dados".?

Para fiscalizar, a LGPD criou a Agéncia Nacional de Protecao de Dados (ANPD), um
orgao regulador encarregado de supervisionar a aplica¢do da lei. A implementacdo da LGPD
demonstra o compromisso do Brasil em garantir que os direitos dos individuos sejam
protegidos na era digital.®?

O fortalecimento da protecdo de dados no Brasil atingiu seu apice com a alteragdo
constitucional. Desde a Constituicao Federal de 1988, o Estado brasileiro ja se preocupava em
seguir a tendéncia internacional concernente a inserir o direito a privacidade entre o rol de
direitos e garantias fundamentais. O principal objetivo dessa regulamentacdo ¢ ser um

instrumento protetivo do individuo frente ao Estado. Ou seja, garantir que todo e qualquer ser

humano existira de forma digna, em uma sociedade chefiada pelo poder estatal.®*

38 MUNCINELLI et al., 2020

¥ COELHO, Randys Machado. Protegendo a privacidade dos dados pessoais no Brasil: analise da Lei de Prote¢do
dos Dados (LGPD). 2023. 21 p. Trabalho de Conclusdo de Curso - Graduacdo( Sistemas de Informacao) -
Universidade Estadual de Goias, Porangatu.

80 1bid.

61 BRASIL, 2018

62 PINHEIRO, 2020, p. 97

% DONEDA, 2019; BIONI, 2022

6 ALBUQUERQUE, Cinthya Maria Caetano; LIMA, Renata Albuquerque; MAGALHAES, Atila de Alencar
Araripe. O mercado de dados pessoais no Brasil: analise juridica da 1* multa imposta pela Agéncia Nacional de
Protecdo de Dados. Prisma Juridico, [S. 1.], v. 24, p. €25730, 2025. DOI: 10.5585/2025.25730. Disponivel em:
https://uninove.emnuvens.com.br/prisma/article/view/25730. Acesso em: 5 nov. 2025.
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Em 2022, o poder legislativo sancionou a Emenda Constitucional 115, que estabeleceu
a protecao de dados pessoais como um direito fundamental, sendo incluido no Art. 5°, LXXIX,

1.9 Este direito assegura a prote¢do dos dados pessoais, inclusive em

da Constituicdo Federa
ambientes digitais.®® Como apontam NICOLLE DE SOUZA e ACHA,%” a EC n° 115/2022
acrescentou trés dispositivos a Constituicdo Federal relacionados ao tema, refletindo a
importancia da protecao de dados na atualidade.

Destaca-se que a emenda também estabeleceu a competéncia legislativa e
administrativa da Unido para tratar do tema, significando que a Unido tem o poder exclusivo
para criar leis e fiscalizar essas atividades.®® Apds a entrada em vigor da LGPD e a promulgacio
da EC 115/2022, esperava-se uma maior salvaguarda dos dados pessoais. No entanto, apesar
desses avancos significativos na legislagcdo, ainda existem desafios a serem superados.

Por exemplo, ainda h4d uma necessidade urgente de desenvolver critérios claros para a
regulamentacao da prote¢do de dados e para definir o papel das grandes empresas de tecnologia
(Big Techs®) na coleta e uso de dados pessoais.’® Além disso, a eficacia da LGPD e da EC n°
115/2022 depende em grande parte da capacidade do Judiciario e da Agéncia Nacional de
Protecdao de Dados (ANPD) em aplicar e fazer cumprir essas leis.

Nesse sentido, ¢ crucial que essas instituigdes estejam adequadamente equipadas e
tenham recursos suficientes para desempenhar suas fungdes efetivamente. A implementacao
da LGPD pode encontrar dificuldades, visto que a ANPD ainda ndo regulamentou as "medidas
de seguranca adequadas" exigidas pela lei. Devido a essa lacuna, as empresas estdo adotando

diferentes padrdes (como ISO ou standards internacionais) por conta propria. O problema ¢

%5 Constitui¢io Federal de 1988, Art. 5°, LXXIX: 'é assegurado, nos termos da lei, o direito a protegdo dos dados
pessoais, inclusive nos meios digitais'. (Incluido pela Emenda Constitucional n° 115, de 2022).

% Jbid.

7 NICOLLE DE SOUZA e ACHA, 2022

% Disponivel em: <https://www.planalto.gov.br/ccivil 03/constituicao/Emendas/Emc/emc115.htm>

% O termo 'Big Tech' refere-se ao grupo de empresas de tecnologia da informagdo que alcangaram uma posi¢do
de dominancia global e hegemonia de mercado, frequentemente identificadas pelo acronimo GAFAM
(Google/Alphabet, Apple, Facebook/Meta, Amazon e Microsoft). No contexto da economia de plataforma, estas
empresas distinguem-se ndo apenas pela elevada capitalizagdo bolsista, mas pelo controle de infraestruturas
digitais essenciais ¢ pela capacidade de extragdo e processamento massivo de dados, atuando como gatekeepers
(controladores de acesso) que ditam as regras de interagdo no ambiente digital.

70 BIONI, 2019
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que isso gera incerteza juridica, pois a adequagao dessas medidas so sera analisada caso a caso
pela ANPD ou pelo Judicidrio, geralmente apds a ocorréncia de um incidente.”!

Em suma, a promulgacao da EC n° 115/2022 e da LGPD solidificou a protecdo de dados
como um direito fundamental , crucial para a autodeterminagdo informativa. Contudo, este
avango juridico colide diretamente com a propria arquitetura de negocios da economia digital,
que nao trata o dado como um direito, mas como o principal ativo economico. Essa tensdo

estrutural, que define o modelo de negocios dos 'data-opolios', sera analisada no presente artigo.

A ARQUITETURA DA CONCENTRACAO: MODELOS DE NEGOCIO E
BARREIRAS DE ENTRADA

A inadequagdo das ferramentas juridicas atuais decorre diretamente das caracteristicas
econdmicas singulares das plataformas digitais. Este capitulo disseca a mecanica dos 'mercados
de dois lados' e dos 'efeitos de rede' para demonstrar por que a concorréncia nesses ambientes
tende naturalmente ao monopdlio (tipping effect’’). Sem compreender como o acumulo de
dados cria barreiras de entrada intransponiveis, torna-se impossivel desenhar remédios
juridicos eficazes.

Conforme apontado, o modelo de negocios da economia digital se baseia no dado como
ativo. A 'Economia de Plataforma', que define essa arquitetura, pode ser definida como o
modelo de negocio baseado em plataformas virtuais que congregam e padronizam termos e
condi¢des de ofertas. Embora essa logica proporcione ganhos de eficiéncia econOmica,

"7 ao facilitar a aproximagio entre

notadamente pela "reducdo severa dos custos de transagao
oferta e demanda, ela também gera falhas de mercado significativas.
A dindmica do tipping effect, onde a competi¢dao "pelo mercado" rapidamente leva a

concentragdo em um agente ultrad’*ominante, exige uma releitura dos institutos juridicos

7! Lima, Eduarda Chacon Rosas, Ana Paula Canto de II Rosas, and Eduarda Chacon. "Capa e Projeto Grafico:
Michael Oliveira." (2022)

2.0 tipping effect (efeito de virada) € um fendmeno econdmico tipico de mercados digitais com fortes efeitos de
rede. Ocorre quando uma plataforma atinge uma massa critica de usuarios tal que o mercado 'vira' (tips)
irreversivelmente a seu favor. A partir desse ponto, a utilidade da rede dominante torna-se tdo superior que a
concorréncia se encerra, resultando em uma dinadmica de winner-takes-all (o vencedor leva tudo), onde rivais sdo
marginalizados ou expelidos do mercado.

3 TRINDADE, 2020

74 Fendmeno econdmico tipico de mercados com fortes efeitos de rede, onde, apds atingir uma certa massa critica
de usudrios (critical mass), uma plataforma se torna a escolha dominante padro, fazendo com que o mercado
'vire' (tips) a seu favor, levando os concorrentes a irrelevancia ou a saida do mercado (winner-takes-all).
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tradicionais.”” A dindmica concorrencial das plataformas digitais ¢ marcada por fatores
estruturais que impulsionam naturalmente a concentracdo de mercado e a formagdo de
monopolios ou oligopolios.”®
A compreensdo dessa arquitetura ¢ fundamental para a andlise de seus efeitos
anticompetitivos, que diferem profundamente dos mercados tradicionais. A propria estrutura
da "economia da Internet" fomenta essa aproximagao entre os regimes juridicos, fundada na
ideia de "plataformas" e na transformac¢do dos dados pessoais em ativos econdmicos de
primeira ordem para treinamento de algoritmos e insumo para técnicas de machine-learning.”’
A maioria dessas grandes plataformas opera sob o modelo de "mercados de dois lados"
(two-sided markets) ou multilaterais.”® Nesses mercados, a plataforma atua como um
intermedidrio econdmico que conecta dois grupos distintos de consumidores (por exemplo,
usuérios e anunciantes) que precisam uns dos outros e geram beneficios em rede.” Conforme
definido por Rochet e Tirole (2006):

"Mercados de dois lados (ou mais genericamente multilaterais)
sdo definidos de forma geral como mercados nos quais uma ou
varias plataformas permitem interagdes entre usudrios finais, e

tentam trazer os dois (ou multiplos) lados 'a bordo' cobrando

apropriadamente de cada lado".*°
n 81

Para garantir a adesdo de ambos os grupos e atingir a "massa critica",®" a plataforma
busca balancear incentivos, frequentemente adotando o modelo de "prego zero" para o lado dos
usudrios. Este lado ¢ subsidiado com as receitas obtidas do outro lado (o anunciante, no caso
do Facebook e Google, por exemplo).®

Essa gratuidade, contudo, ¢ uma ilusdo que mascara a verdadeira transag¢do
econdmica.®> Como salientam Gal e Rubinfeld, existem "custos ocultos" nesses produtos

"gratuitos"®*. O usudrio "paga" pelos servigos com um ativo nio monetario: seus proprios dados

pessoais, que se tornam o insumo transferido e explorado pela plataforma.®> A Comissio

7S RICHTER, 2020

76 Ibid.

7 ZANATTA; RENZETTI, 2019

78 KREIN, 2018

7 ROCHET; TIROLE, 2003, ZANATTA; RENZETTI, 2019
8 ROCHET; TIROLE, 2006, p. 645-667
81 EVANS; SCHMALENSEE, 2010
$2NEWMAN, 2015, RICHTER, 2020

8 KREIN, 2018

8 GAL; RUBINFELD, 2015

85 KREIN, 2018
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Europeia reconheceu essa realidade, afirmando que "(...) ainda que os usudrios nao paguem
uma contribui¢do pecuniaria pelo uso dos servigos [...], eles contribuem para a monetizagao do
servico ao fornecerem dados com cada uso".%

Aqui reside o cerne do problema de pesquisa: a gratuidade monetaria ('prego zero')
camufla a troca econdmica real. Ao nao haver preco, o antitruste classico fica cego para o dano,
permitindo que a concentracdo de mercado avance sem freios regulatérios, baseada na extragao
massiva de dados.

O monitoramento massivo dos usudrios faz com que esses dados adquiram valor
econdmico, tornando-se o insumo mais valioso para o modelo de negdcios, permitindo a
plataforma dominante a adog¢do de condutas como discrimina¢do de precos, alavancagem e
predacdo.®” O actimulo massivo de dados pessoais niio serve apenas para aprimorar o Servico,
mas funciona como um facilitador para condutas anticompetitivas classicas.

Plataformas dominantes, como o Facebook, podem usar o vasto conhecimento sobre
seus usudrios para praticar a discriminagdo de precos (tanto para usudrios quanto para
anunciantes), a alavancagem de poder para mercados adjacentes (como na aquisi¢do do
WhatsApp e Instagram) e até mesmo condutas predatdrias, replicando funcionalidades de
concorrentes menores (como o Snapchat) para sufoca-los no mercado. Por consequéncia, essa
configuracdo impulsiona vigorosos "efeitos de rede"® (network effects).

O efeito de rede consiste na vantagem percebida por um individuo a medida que outros
se integram & mesma plataforma.® O valor do servigo cresce de maneira exponencial tanto pelo
aumento de usuarios (efeitos de rede diretos) quanto pela disponibilidade de servigos
complementares (efeitos de rede indiretos).”® Isto estabelece um circuito de reforco (feedback
loop): mais clientes resultam em mais dados; maior volume de dados possibilita a melhoria
continua de algoritmos e servigos (um mecanismo de learning by doing), o que, por sua vez,

atrai novos usuarios’'.

$6 COMISSAO EUROPEIA, 2017, pp. 29-30

87 KREIN, 2018

8 Fendmeno econdmico em que o valor de um produto ou servigo para um usuario individual aumenta 4 medida
que mais usuarios aderem a mesma rede ou plataforma. S3o a principal causa da concentragdo de poder
(monopolios naturais) na economia digital.

8 UNCTAD, 2019

% SILVA; MOURAO, 2020, ZANATTA; RENZETTI, 2019

9l KREIN, 2018, ZANATTA; RENZETTI, 2019
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Tal processo, denominado data-driven network effects (efeitos de rede baseados em
dados) por Stucke e Grune, confere ao data-opolio o controle sobre um recurso (a base de
dados massiva e integrada) que ¢ virtualmente insubstituivel para qualquer concorrente em um
curto espaco de tempo.”> Conforme Stucke e Grunes, esse modelo de negécios depende de
coletar e monetizar dados, e os "efeitos de rede podem permitir @ companhia se entrincheirar
tao firmemente, tdo dominante em um dado mercado, que ela tenha tanto a habilidade quanto
o incentivo para esmagar a concorréncia".”

Aliados as expressivas economias de escala e escopo, nas quais o custo adicional de
incluir um novo cliente ou item é quase nulo,’* esses efeitos de rede estabelecem obstaculos a
entrada praticamente insuperaveis.” O desfecho é uma inclinaco a centralizagio e ao tipping
effect (fendmeno em que o agente vitorioso domina todo o setor),”® acarretando a reten¢io do
cliente (lock-in), que percebe a troca para um rival como onerosa ou desfavoravel.”” A disputa
original "pelo mercado" ¢ acirrada, mas rapidamente se direciona para o monopolio de um
unico ator.

A centralizacdo do mercado ¢ igualmente impulsionada pelas fusdes e aquisigdes
(M&A) orientadas por dados (data-driven mergers).”® As empresas dominantes aproveitam sua
ampla capacidade financeira para comprar startups concorrentes que poderiam ameagar sua
posicdo, agindo preventivamente contra a futura rivalidade.”” O antitruste tradicional é
criticado por sua inacdo frente a essas transacdes. '

Frequentemente, essas startups t€ém pouco ou nenhum faturamento no momento da
compra, o que as isenta da obrigatoriedade de notificagdo aos 6rgdos reguladores.!®! Apesar
disso, elas representam um potencial disruptivo e, essencialmente, controlam importantes bases

de dados de nicho. O prejuizo a concorréncia reside ndo na auséncia de lucro imediato, mas na

92 STUCKE; GRUNES, 2016, PONCE, 2019
9 STUCKE; GRUNNES, 2017, p. 10-11

% SILVA; MOURAO, 2020

95 KREIN, 2018

% STIGLER COMITTEE, 2019

97 RICHTER, 2020, SILVA; MOURAO, 2020
9% FIDELIS, 2017

9 RICHTER, 2020

100 ZANATTA; RENZETTI, 2019

101 ZANATTA; ABRAMOVAY, 2019
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"eliminagdo potencial de competi¢io em um mercado relevante"'%?

e na aglutinacao de todas
as fontes de dados sob o comando do player gigante.!®

Essa nova arquitetura econdmica, fundamentada em 'efeitos de rede' e 'preco zero',
expos a total inadequacgao dos instrumentos juridicos tradicionais, gerando uma profunda crise
analitica no Direito Concorrencial, que nao estava preparado para medir poder de mercado

onde o preco nao ¢ a variavel principal.

A CRISE DO ANTITRUSTE: O BEM-ESTAR DO CONSUMIDOR ALEM DO PRECO
Diagnosticada a estrutura econdmica das plataformas, confronta-se agora a limitacao
do instrumental juridico vigente. Este topico é central para a tese, pois demonstra que a
insisténcia na metodologia da Escola de Chicago (focada no bem-estar pelo preco) nao é apenas
insuficiente, ¢ anacronica. O objetivo aqui € provar que, na economia da aten¢do, o dano ao
consumidor ndo ¢ financeiro, mas sim a erosao da privacidade e da autonomia (vicios digitais).
Confrontados com essa nova arquitetura econdmica, os sistemas legais existentes,
notadamente o Antitruste classico, revelaram-se insuficientes. O ponto crucial ¢ determinar
como as agéncias reguladoras de concorréncia podem avaliar e corrigir os prejuizos em um
ambiente de mercado cuja moeda principal ¢ a privacidade, e onde as estratégias de negdcio
sdo concebidas para influenciar a conduta dos usuarios.

O Direito da Concorréncia, notavelmente moldado pela Escola de Chicago e por
pensadores como Robert Bork, historicamente baseou a avaliacio do "bem-estar do
consumidor" em uma metodologia exclusivamente "centrada no fator preco".!® Em sua obra
de referéncia The Antitrust Paradox, Bork (1978) conceituou o bem-estar do consumidor como
a prevencdo de "reducdes de output" (ou perdas de peso morto), um resultado verificavel por
meio da flutuagio de pregos.'®

Contudo, essa régua demonstra-se falha em dois pontos essenciais na economia de
plataforma. Primeiro, em cendrios de "preco zero", o critério do preco ndo ¢ eficaz para

identificar o dano.!” Segundo, a concentragdo na dimensdo preco negligencia que a disputa

12 FTC, 2007

103 RICHTER, 2020

104 KREIN, 2018, RICHTER, 2020

15 BORK, 1978, ZANATTA; ABRAMOVAY, 2019
106 NEWMAN, 2015
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pode se dar em outras 4reas, como na qualidade do servigo.'”” A coleta desproporcional de
dados, a queda nos padroes de seguranca e a perda de privacidade devem ser consideradas uma
reducdo da qualidade.'®

Se a plataforma dominante emprega seu poder para impor ao usudrio a aceitagao de
condigdes de privacidade desfavoraveis, isso se traduz em um custo ndo aparente € em uma
diminuigdo do bem-estar, o que demanda escrutinio concorrencial.!®O antitruste tradicional
possui um "ponto cego" para mercados digitais. Como aponta Lina Khan, o foco em pregos de
curto prazo € incapaz de capturar as estratégias das plataformas, que "estejam dispostas a abrir
mao de lucros em troca da conquista de maior crescimento, aumentando sua parcela do
mercado, e, consequentemente, seu poder, adotando, assim, estratégias de lucratividade a um
prazo muito mais longo que as industrias tradicionais".!!

E importante notar que a invasio da privacidade é a esséncia do modelo de negocios.'!!
Este arranjo se desenvolve no que se convencionou chamar de "economia da aten¢do",''? cujo
proposito nao se limita a obter informagdes sobre o usudrio, mas a "orquestrar seus impulsos"
e direcionar suas decisdes.!!® Para concretizar isso, sdo empregadas "tecnologias aditivas"!!'* e
métodos da "Captologia"''® (Computers as Persuasive Technologies), ciéncia estabelecida por
B. J. Fogg,''® que aplica conceitos da psicologia do comportamento de B.F. Skinner'!” na
cria¢do de interfaces visando a maximizagio do envolvimento e a criagdo de dependéncia.'!®

Conforme assinalado por Hoofnagle et al. (2012), esta vigilancia se impde:

"Anunciantes tém utilizado tecnologias com as quais os
consumidores ndo estdo familiarizados, especificamente como
forma de anular as configuragdes e preferéncias dos usudrios.
Anlncios comportamentais € o0 monitoramento que 0S
acompanha ¢ uma oferta que nao se pode recusar, ndo porque sao

17 STUCKE; GRUNES, 2015

18 KREIN, 2018, COSTA-CABRAL; LYNSKEY, 2017

109 ZANATTA; RENZETTI, 2019, COUTINHO; KIRA, 2018

H0KHAN, 2017, p. 564-907

U1 ZANATTA; ABRAMOVAY, 2019

12'wWu, 2016

13 ZANATTA; ABRAMOVAY, 2019

114 ALTER, 2017

115 A Captologia (Computers as Persuasive Technologies) ¢ o campo de estudo que investiga como o design de
computadores e interfaces digitais pode ser utilizado para persuadir e alterar atitudes ou comportamentos
humanos. Desenvolvida por B.J. Fogg na Universidade de Stanford, serve de base para o design de interacao das
principais redes sociais.

16 FOGG, 1998

117 SKINNER, 2000

118 ZANATTA; ABRAMOVAY, 2019

SGAS Quadra 607 - Médulo 4%

|
Via L2 Sul, Brasilia - DF
CEP 70.200-470

(61} 3535-6565




tentadores, mas porque atores sofisticados, dominantes no
mercado, controlam as proprias plataformas que sdo utilizadas
para acessar a internet".!!”

Os efeitos nocivos desse modelo de negdcio ultrapassam o campo da concorréncia e

atingem dimensodes de satde coletiva e moral. O uso de "tecnologias aditivas" (addictive
technology) e o design comportamentalista (Captologia) visam criar dependéncia, explorando
fragilidades psicoldgicas de forma analoga ao que ocorre em outros setores, como a industria
tabagista. Essa "economia do vicio" ndo apenas deteriora o bem-estar do consumidor, mas
também mina a autonomia pessoal e incentiva a divisdo social, pondo em risco pilares
essenciais da democracia.

Desse modo, a coleta de dados em larga escala configura-se ndo somente como uma
falha de privacidade, mas também como um instrumento de controle que culmina em "vicios
digitais",'*’ erodindo a autonomia decisoéria do consumidor.'?! O dano neurolégico é real; como

explica Adam Alter (2017),

"[...] pesquisas recentes mostraram que comportamentos
viciantes produzem as mesmas respostas cerebrais do abuso de
drogas [...] Na maior parte do tempo, o cérebro libera apenas uma
pequena dose de dopamina, mas algumas substincias e
experiéncias viciantes exacerbam a produc¢io de dopamina".!?

E neste contexto que a disciplina de Protecio de Dados Pessoais adquire relevancia

central. Em contraste com o antitruste, este ramo do Direito concentra-se ndo na eficiéncia
econdmica, mas na tutela da pessoa humana.'?* A protecdo de dados, estabelecida pela LGPD
no Brasil (Lei n° 13.709/2018) e pelo GDPR na Europa, ¢ encarada como um direito

1,124

fundamental, " cujo objetivo ¢é salvaguardar a dignidade e a plena realizagdo da personalidade.

A nocdo fundamental aqui é a "autodeterminagdo informativa",'*®> origindria da
jurisprudéncia constitucional alem3,'?¢ concebida como o direito do individuo de gerenciar o
fluxo e o tratamento das informagdes que lhe dizem respeito.'?” Essa perspectiva reforca a

importancia de proteger ndo apenas a esfera individual, mas também a "group privacy"

119 HOOFNAGLE, SOLTANI GOOD; WAMBACH; AYENSON, 2012, p. 7
120 ALTER, 2017

121 FRISCHMANN; SELINGER, 2018

122 ALTER, 2017, p. 71

123 ZANATTA; RENZETTI, 2019

124 RICHTER, 2020, FUSTER, 2014

125 PONCE, 2019

126 BUNDESVERFASSUNGSGERICHT, 1983

127 PONCE, 2019

SGAS Quadra 607 - Médulo 4%

|
Via L2 Sul, Brasilia - DF
CEP 70.200-470

(61} 3535-6565




(privacidade coletiva), garantindo a integridade contra modificacdes nao consentidas da
identidade informacional.!?8

O reconhecimento de que o manejo indevido de dados constitui simultaneamente uma

129

ofensa a um direito basilar ¢ um refor¢o da posi¢cdo dominante'~ instiga o "alinhamento

n130

substantivo entre orgdos reguladores, como a ANPD e o CADE."’!O progresso da

tecnologia algoritmica também traz consigo novas ameagas de praticas anticompetitivas, como

a colusdo algoritmica.'3?

Sistemas de precificagdo automatizados podem levar a uma uniformidade de pregos

sem que haja um pacto explicito, pois sdo capazes de acompanhar e reagir instantaneamente a

3

qualquer desvio dos concorrentes.!’> Essa situacio difere dos cartéis tradicionais,

assemelhando-se a configuracio hub-and-spoke,'** em que a comunica¢do é mediada por um
terceiro agente. A descri¢dao de Elisa Sarto (2017) ilustra:

"(...) é comparado a uma roda. O 'hub' é o cubo da roda, o seu
centro. Dele, partem os raios, que sdo os 'spokes' e o aro liga toda
a estrutura. Usa-se como exemplo um cartel entre um distribuir
comum, no mercado a jusante, que possui acordos verticais
independentes com varios fabricantes, no mercado a montante.
O 'hub' sera um distribuidor, enquanto os 'spokes' sdo os acordos
verticais. Na ponta destes raios, estdo os fabricantes. (...)
Percebe-se que os praticantes do hub-and-spoke atuam na
tentativa de esconder a troca de informacgodes entre eles ¢ de
enquadrar suas condutas como restricdes verticais, para serem
submetidas a andlise da regra da razdo ao invés de serem
condenados por uma conduta per se".!*®

Ao deterem uma "visdo divina" (God's eye view) da dinamica de mercado, os algoritmos

controlados pelas plataformas lideres neutralizam a capacidade dos competidores isolados de

aprenderem com os sinais de prego.'*® Diante dessa crise analitica, que demonstra a falha do

128 FLORIDI, 2016

129 Infracdo a4 ordem econdmica que nio depende da existéncia de um cartel, mas sim do exercicio prejudicial do
poder de mercado por uma empresa dominante. No contexto digital, inclui a recusa de negociar ou o uso de dados
de maneira exploratdria (Art. 36 da Lei n® 12.529/2011)

BOLYNSKEY, 2018

131 RICHTER, 2020

1327 ANATTA; RENZETTI, 2019

133 EZRACHI; STUCKE, 2017

134 Configuragdo de cartel em que os concorrentes (0s spokes ou raios) ndo se comunicam diretamente entre si,
mas trocam informagdes sensiveis através de um intermediario comum (o Aub ou eixo), que, na economia digital,
¢ frequentemente substituido por um algoritmo de precificacdo comum utilizado por todas as empresas do setor.
135 SARTO, 2017, p. 34-36

136 ABRAMOVAY, 2018
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antitruste classico em lidar com danos morais € com o poder estrutural dos dados, torna-se
urgente o debate sobre os remédios regulatorios capazes de reestabelecer o equilibrio
competitivo e proteger o individuo.

Se o antitruste estd cego porque nao ha aumento de pregos, o dano continua ocorrendo
na forma de praticas abusivas e exploracao de vulnerabilidades. Isso exige que busquemos

socorro em outro regime juridico capaz de identificar essa lesdo: o Direito do Consumidor.

A TUTELA DO CONSUMIDOR CONTRA PRATICAS ABUSIVAS DE DADOS

Diante da insuficiéncia do ferramental concorrencial tradicional para mensurar o dano
em mercados de "prego zero",'*” a tutela juridica do individuo recai sobre outro microssistema
fundamental: o Direito do Consumidor. A Constitui¢do Brasileira de 1988 foi pioneira ao
elevar a defesa do consumidor a direito fundamental (Art. 5°, XXXII) e principio da ordem
econdmica (Art. 170, V).!38

Esse arcabouco se mostra essencial para combater danos morais — como a perda de
privacidade, a explorag@o de vulnerabilidades e a manipulagdo algoritmica. Nesse contexto, a
propria defini¢do doutrinaria de pratica abusiva se amolda perfeitamente aos desafios da

economia de plataforma, na qual:

“[...] consideramos pratica comercial abusiva a conduta
excessiva do fornecedor de produtos ou servigos, que se
aproveita da vulnerabilidade do consumidor, ofende a boa-f¢, ¢
incompativel com a equidade, proporcionalidade, fung¢do social
e econdmica do contrato, lesando interesse patrimonial ou moral
do consumidor ou da coletividade, sendo indevida qualquer
vantagem econdmica ou pagamento realizado”.!*”

Partindo dessa definicdo, que reconhece a exploragdo da vulnerabilidade do

consumidor, nota-se que as praticas abusivas evoluem com a propria economia. O que se

137 Mercados digitais onde um lado do usuario (geralmente o consumidor final) ndo paga com dinheiro (o servigo
¢ "gratuito"), mas sim com seus dados pessoais e atenc¢ao. O desafio concorrencial € medir o dano quando o prego
monetario ¢ nulo.

133 BRASIL, 1988, FERRANTE, 2020

139 WADA, Ricardo Morishita. A prote¢io do consumidor contra as praticas comerciais abusivas no codigo de
defesa do consumidor: novo ensaio para sistematizacdo e aplicacdo do direito do consumidor. 2016. Tese
(Doutorado em Direito) — Pontificia Universidade Catdlica de Sdo Paulo, Sdo Paulo, 2016. p. 147
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observa hoje na economia de plataforma encontra um forte paralelo no fendmeno do
"superendividamento", a patologia da sociedade de consumo baseada no crédito.'*
Claudia Lima Marques, ao analisar essa questdo, identifica que o consumidor ¢ levado
a essa situacao nao apenas por fatores individuais, mas por um ecossistema de mercado que o
pressiona, marcado pela "massificagao do acesso ao crédito", pela "nova publicidade agressiva
sobre crédito popular nas ruas" e pela "tendéncia de abuso impensado do crédito facilitado".24?
Na economia digital, essa mesma logica de exploragao sistémica de vulnerabilidades reaparece,
substituindo o crédito facilitado pela coleta massiva de dados como ferramenta de indugéo.'*?
A principal pratica abusiva viabilizada pelo comércio de dados pessoais ¢ a
"precificacdo discriminatoria”. Embora a diferencia¢ao de pregos possa ser licita se baseada

),!143 a prética torna-se abusiva

em justificativas objetivas (como custos logisticos ou quantidade
quando utiliza a perfilizagdo para explorar assimetrias. A novidade dessa pratica ndo ¢ a
diferenciagdo de precos em si, mas a "utilizagdo do perfil do consumidor, que carrega consigo
dados de localizagdo, etnograficos, de gostos e preferéncias, de comportamento de compras
on-line e uma infinidade de cruzamentos que resultam em métricas de precificacdo opacas,
obscuras e, muitas vezes, discriminatorias".
Conforme define a OCDE, a discriminagdo ocorre com "a cobranca de diferentes precos
a diferentes consumidores [...] por duas unidades do mesmo produto ou duas prestagdes do
mesmo servigo, sem que essa diferenga de valores reflita alteracdes em algum dos custos da
transagdo",'* visando extrair o maximo que o consumidor est4 disposto a pagar.
O Codigo de Defesa do Consumidor (Lei n° 8.078/1990)!% oferece as ferramentas
juridicas para combater diretamente essas praticas. A precificagdo discriminatoria algoritmica
viola direitos basicos, como a prote¢do contra praticas abusivas (Art. 6°, IV), e se enquadra nas

proibicdes de "elevar sem justa causa o preco de produtos ou servicos" (Art. 39, X) e "recusar

140 MARQUES, Claudia Lima. Consumo como igualdade e inclusdo social: a necessidade de uma lei especial para
prevenir e tratar o "superendividamento" dos consumidores pessoas fisicas. Revista Juridica da Presidéncia,
Brasilia, v. 13, n. 101, p. 405-424, out. 2011/jan. 2012. p. 408

141 Ibid.

192 Ibid.

143 SOLON, 1996

144 BOURREAU; STREEL, 2018

145 Art. 39. E vedado ao fornecedor de produtos ou servigos, dentre outras praticas abusivas: [...] IX - recusar a
venda de bens ou a prestagdo de servicos, diretamente a quem se disponha a adquiri-los mediante pronto
pagamento, ressalvados os casos de intermediagdo regulados em leis especiais; X - elevar sem justa causa o prego
de produtos ou servigos. (Lei n® 8.078, de 11 de setembro de 1990)
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a venda de bens ou a prestacao de servicos, diretamente a quem se disponha a adquiri-los
mediante pronto pagamento" (Art. 39, IX) — esta ultima aplicavel aos casos de
geoblocking!#® 147

A dificuldade, contudo, reside na comprovagao da abusividade, dada a opacidade dos
algoritmos.'*® No Brasil, o caso Decolar.com (Processo 08012.002116/2016-21'%°) tornou-se
emblematico. A empresa foi investigada por geopricing e geoblocking, resultando em sang¢ao
administrativa do DPDC (Departamento de Protecao e Defesa do Consumidor), subsidiada pela
Nota Técnica n. 92/2018 da SENACON, por violagdo direta ao CDC.!%

A jurisprudéncia europeia corrobora essa visdo. No "Caso Facebook Italia", a
autoridade italiana (AGCM), que detém competéncia tanto concorrencial quanto de
consumidor, optou pela via consumerista. A AGCM sancionou o Facebook por duas violagdes
claras ao Cdédigo do Consumidor italiano: 1) Prética enganosa (Inducdo a erro), ao prometer
um servico "gratuito" quando, na verdade, o consumidor o remunera com seus dados pessoais;
e 2) Pratica comercial agressiva, ao utilizar "influéncia indevida" para coagir o usudrio a aceitar
a transferéncia de dados a terceiros, sob pena de nio poder usar plenamente o servico.'>! Essa
decisdo ¢ fundamental por reconhecer formalmente o dado pessoal como contraprestagdo e a
exploragdo da assimetria de informagao como pratica abusiva.

E neste ponto que a Lei Geral de Protegdo de Dados (LGPD) se torna a ferramenta
juridica que unifica a tutela do consumidor e a defesa da concorréncia. A LGPD, ao garantir
ao consumidor (agora "titular") o direito a "autodeterminagio informativa" (Art. 2°, II)!>? e o
"direito de nao ficar sujeito a nenhuma decisao tomada exclusivamente com base no tratamento
automatizado, incluindo a defini¢do de perfis" (Art. 22, RGPD)!>?, confere ao individuo o

controle sobre o insumo (dados) que alimenta as préticas de precificagido discriminatoria.'>*

146 Geoblocking: Bloqueio geografico de contetido ou servigos. Geopricing: Diferenciagio de pregos baseada na
localizagdo geografica do usuario.

147 BRASIL, 1990

148 MUCELIN; BERGSTEIN; MARTINI, 2020

149 Processo n° 08012.002116/2016-21. Investigagdo conduzida pela Secretaria Nacional do Consumidor
(SENACON/MJ) e pelo DPDC. A empresa Decolar.com foi sancionada administrativamente por praticar
geopricing (diferenciacdo de precos baseada na localizagdo) e ocultar opgdes de voos de certos consumidores,
violando o dever de informagao e a boa-fé objetiva previstos no Cédigo de Defesa do Consumidor.

150 BRASIL, 2018, MUCELIN; BERGSTEIN; MARTINI, 2020

SIBOTTA; WIDEMANN, 2019, FERRANTE, 2020

152 BRASIL, 2018

133 RGPD, 2016

154 MUCELIN; BERGSTEIN; MARTINI, 2020
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A atuagdo da SENACON e do DPDC, baseada no CDC, demonstra a capacidade de
punir a pratica abusiva na ponta final (a discriminagao). Contudo, o problema central reside na
estrutura que permite essa pratica: o monopdlio do insumo. Torna-se, portanto, imperativo
analisar como a outra grande autoridade de defesa do mercado, o CADE, tem lidado com a

disputa estrutural pelo controle do comércio de dados pessoais.

A EVOLUCAO DA JURISPRUDENCIA DO CADE SOBRE O ACESSO A DADOS

Ao analisar a jurisprudéncia do Conselho Administrativo de Defesa Economica
(CADE) como objeto de pesquisa central, evidencia-se a dificuldade da autoridade em adaptar
seu ferramental concorrencial tradicional ao novo paradigma do comércio de dados pessoais.
O problema de pesquisa reside na tensdo entre a légica econdmica classica, focada em preco,
e a nova realidade das plataformas, onde o ativo principal € a informacao e o poder de mercado
deriva de sua acumulacdo.'>?

A trajetoria do CADE revela uma evolugdo hesitante, marcada por seis entendimentos
jurisprudenciais distintos que demonstram a complexidade de regular o comércio de dados
como um insumo concorrencial.

Inicialmente, a jurisprudéncia do CADE demonstrou uma neutralidade em relagdo ao
valor dos dados em Atos de Concentracio (AC). Em decisdes seminais como
Google/DoubleClick (AC n° 08012.005304/2007-11'3%) e, posteriormente, Microsoft/LinkedIn
(AC n° 08700.006084/2016-85'7), a autoridade "ndio foram incorporadas preocupagdes acerca
das estratégias de crescimento utilizadas pelas empresas, tampouco sobre o papel econdmico
que os dados pessoais recolhidos pelas empresas poderiam exercer apos a integragdo".!®

A andlise limitou-se a sobreposi¢des tradicionais de mercado, ignorando o poder

estrutural advindo do Big Data. Essa falha em capturar aquisi¢des estratégicas de dados, como

155 KREIN, 2018

1% Ato de Concentragio n° 08012.005304/2007-11. Requerentes: Google Inc. e Click Holding Corp.
(DoubleClick). Julgado em 2008. Neste caso seminal, o CADE aprovou a operagdo sem restri¢des, analisando
apenas a sobreposicao cldssica de mercados de publicidade online. O Conselho ndo considerou o acimulo de
dados pessoais ou a capacidade de profiling (perfilamento) como fatores de risco concorrencial, refletindo a visdo
da época de que dados ndo eram ativos estratégicos por si sos.

157 Ato de Concentragdo n° 08700.006084/2016-85. Requerentes: Microsoft Corporation e LinkedIn Corporation.
Julgado em 2016. A operacdo foi aprovada sem restrigdes pelo CADE, diferentemente da Comissdo Europeia,
que impds remédios. A decisdo brasileira manteve a tradicdo de ndo incorporar preocupagdes profundas sobre a
concentracdo de Big Data ou sobre as estratégias de crescimento baseadas em dados (data-driven mergers).

138 KREIN, 2018, p. 211
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nas operacdes Facebook/Instagram e Facebook/WhatsApp — que sequer "Nenhuma das

n159

operacgoes foi notificada ao Cade —, expds a inadequacdao dos critérios de notificagao

baseados puramente em faturamento para lidar com a economia de plataforma, onde o valor
reside no potencial de monetizagdo dos dados e na base de usuérios. ¢

Um segundo entendimento, representando um despertar para o tema, surgiu nos casos
Phorm/Oi (AC n° 08012.003107/2010-62'") e Phorm/Telefénica (AC n° 08012.010585/2010-
29). Nessas ocasioes, 0 CADE "reconheceu que, embora a privacidade na internet ndo seja, por
si s6, uma preocupagdo concorrencial, os dados pessoais coletados dos usudrios podem ter
impactos significativos na concorréncia", devendo ser considerados caso gerassem dominagao
de mercados.'®? Esses casos representam o marco inicial da interseccdo entre os dois regimes
no Brasil, conectando o objeto (o comércio de dados) ao problema (dominagdo de mercado).

O terceiro e o quarto entendimentos consolidaram as barreiras para a intervencdo em
condutas de recusa de contratar, especificamente através da Doutrina das Infraestruturas
Essenciais (EFD). O CADE estabeleceu um sarrafo juridico elevado para forgar o
compartilhamento de qualquer insumo. No caso DirecTV/Globo (Processo Adm. n° 53500-
000359/99'%%), 0 Conselho entendeu que o insumo (sinal da Globo) era uma "vantagem
competitiva", mas nio "indispensavel" para a atuacdo da rival, arquivando o caso.'%*

Similarmente, no Caso "Litrdo" (Processo Adm. n° 08012.006439/2009-65'%), o

CADE cimentou o precedente de que uma empresa "ndo ¢ obrigada a cooperar com 0s seus

159 KREIN, 2018, nota 539

160 ZANATTA; ABRAMOVAY, 2019

161 Ato de Concentragdio n° 08012.003107/2010-62 (Phorm/Oi) ¢ AC n° 08012.010585/2010-29
(Phorm/Telefonica). A Phorm era uma empresa que visava monitorar o trafego de internet dos usuarios das
operadoras para fins publicitarios. Embora o CADE nfo tenha bloqueado por razdes antitruste cléssicas, a
operagdo fracassou devido a repercussdo negativa sobre a violagdo de privacidade, levando o Conselho a
reconhecer pela primeira vez que "dados pessoais coletados dos usuarios podem ter impactos significativos na
concorréncia”

162 KREIN, 2018, p. 212

163 Processo Administrativo n® 53500.000359/1999. Representante: TVA. Representada: TV Globo Ltda. O
CADE arquivou o processo que acusava a Globo de negar acesso ao seu conteudo (canais) para operadoras rivais.
O Conselho entendeu que o contetido da Globo, embora fosse uma "vantagem competitiva", ndo era tecnicamente
"indispensavel" ou impossivel de duplicar, estabelecendo um padrio probatorio altissimo para a aplicagdo da
Doutrina das Infraestruturas Essenciais (EFD).

164 BRASIL, 2001, PONCE, 2019

165 Processo Administrativo n® 08012.006439/2009-65. Representada: Ambev. Conhecido como "Caso do Litrdo",
discutiu se a Ambev deveria compartilhar suas garrafas retornaveis com concorrentes. O CADE decidiu que uma
empresa dominante ndo tem o dever de desenhar seus produtos para facilitar a vida dos rivais ("free riding"), a
menos que a recusa nao tenha justificativa econdmica racional. Este precedente € frequentemente invocado por
plataformas digitais para negar acesso as suas bases de dados (APIs).
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proprios rivais" ou a "desenhar um produto com o objetivo de auxiliar rivais", a menos que
houvesse claros efeitos anticompetitivos e auséncia de justificativa racional.'®® Estes
precedentes sdo sistematicamente utilizados por plataformas dominantes para justificar a
recusa em fornecer acesso ao ativo de dados.

O quinto entendimento representa o ponto de inflexao e o apice da crise analitica do
CADE: o julgamento do Caso Google Shopping (Processo Adm. n° 08700.005694/2013-
19'7). O caso, que investigava a alavancagem de poder da busca geral para o servico de
comparagdo de precos, foi arquivado por 4x3. O voto vencedor (Conselheiro Bandeira Maia)
aplicou a jurisprudéncia tradicional, rejeitando a EFD para os dados sob o argumento de que
estes sdo "ndo-rivais e ndo-exclusivos" e que o valor competitivo residia no algoritmo
(tratamento).

A importancia deste caso para a pesquisa, contudo, reside nos votos vencidos. O voto
da Conselheira Paula Azevedo, por exemplo, argumentou que o teste da EFD era "prescindivel"
(desnecessario), pois o dano concorrencial real ndo era a essencialidade do insumo, mas sim a

alavancagem da posi¢do dominante para impedir que concorrentes atingissem a "vedagao ao
alcance da massa critica de usuarios".'*® Esse dissenso expde a fronteira exata da crise analitica.
O sexto e mais recente entendimento do CADE, identificado nos casos envolvendo
fintechs e o acesso a dados bancarios, aponta para uma nova fronteira € uma potencial solu¢ao
para o impasse. No Caso Guiabolso (Processo Adm. n° 08700.004201/2018-38'%%), que
investigava a imposi¢do de uma segunda senha (token) pelo Bradesco, a Superintendéncia-

Geral (SG) apontou "fortes indicios de conduta anticompetitiva".!”
O ponto crucial da analise da SG foi que a justificativa do banco (seguranga e sigilo

bancario) foi enfraquecida pela existéncia do "consentimento do wusuario" para o

166 BRASIL, 2012

167 Processo Administrativo n° 08700.005694/2013-19. O processo investigou se 0 Google favorecia seu proprio
comparador de precos (Google Shopping) nos resultados de busca organica em detrimento de rivais como Buscapé
e Bondfaro. O caso foi arquivado por 4 votos a 3. O voto vencedor rejeitou a tese de que os dados ou o algoritmo
de busca fossem uma "infraestrutura essencial”", argumentando que a intervencdao poderia desincentivar a
inovacao.

168 BRASIL, 2019, PONCE, 2019

169 Processo Administrativo n® 08700.004201/2018-38. Investigou a conduta do Bradesco de impor obstdculos
técnicos (uso de token fisico) para impedir que o aplicativo Guiabolso acessasse os dados bancarios dos
correntistas. A Superintendéncia-Geral do CADE viu indicios de ilicito, fundamentando que, se o usuario deu o
"consentimento" (base da LGPD) para o compartilhamento, o banco ndo poderia usar o sigilo ou a seguranca
como pretexto para bloquear a concorréncia (recusa de contratar).

170 BRASIL, 2019, PONCE, 2019
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compartilhamento dos dados com o Guiabolso.!”! Isso sugere uma mudanga paradigmatica: o
direito fundamental a autodeterminagao informativa e o consentimento (pilares da LGPD) estao
se tornando os instrumentos juridicos utilizados por novos entrantes para "destrancar" a recusa
de contratar (e, portanto, de comerciar) os dados que o antitruste tradicional, limitado pela
EFD, nao conseguia liberar.

Concluindo este topico, a analise da jurisprudéncia do CADE confirma o problema de
pesquisa: as ferramentas antitruste tradicionais, especialmente a Doutrina das Infraestruturas
Essenciais, mostraram-se insuficientes para lidar com o comércio de dados pessoais como
insumo concorrencial. A evolucao historica da autoridade, marcada pela hesitacao inicial nos
data-driven mergers (como Google/DoubleClick) e pelo impasse técnico-juridico (visto no
Caso Google Shopping), demonstra que o objeto da pesquisa — a interface entre os dois direitos
— ¢ a chave para a solugao.

O entendimento mais recente da Superintendéncia-Geral no Caso Guiabolso ¢
paradigmatico, pois sinaliza que a solug¢do para o problema concorrencial (recusa de contratar)

vira precisamente do "alinhamento substantivo"!’?

com o regime de protecao de dados, onde o
"consentimento do usuario" (Art. 18 da LGPD) passa a ser a ferramenta juridica que legitima

e for¢a o acesso aos dados, superando as barreiras de sigilo e as limitagdes da EFD.

REMEDIOS REGULATORIOS: OS LIMITES DA PORTABILIDADE E A SOLUCAO
DO OPEN BANKING

A fim de contornar os obstaculos a entrada impostos pelos data-opdlios, a discussao
regulatdria prioriza a implementagdo de medidas que exijam das plataformas a disponibiliza¢ao
ou o compartilhamento de acesso aos dados, visando mitigar o lock-in e encorajar a troca de
servigos pelos usuarios.

Uma das solucdes mais incisivas, extraida diretamente do arcabouco concorrencial, é a
Doutrina das Infraestruturas Essenciais (Essential Facilities Doctrine - EFD).!”® Tal doutrina,
consolidada em precedentes como MCI Communications Corp. v. AT&T, permite que as

autoridades antitruste determinem que um agente dominante libere o acesso a um ativo

17 BRASIL, 2019¢
1”2 LYNSKEY, 2018
173 KREIN, 2018, SILVA; MOURAO, 2020
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insubstituivel (a "facilidade essencial") quando sua duplicagdo por concorrentes for inviavel
ou excessivamente custosa.!'’*

Os requisitos formais para sua aplicagdo nos EUA sdo: "(i) controle da infraestrutura
essencial pelo monopolista; (ii) inviabilidade de duplicagdo de tal estrutura por um concorrente;
(ii1)) a recusa de conceder acesso a infraestrutura; (iv) a viabilidade de prover acesso a
infraestrutura".!” A indagacdo crucial é: bases de dados massivas (Big Data) podem ser
classificadas como infraestruturas essenciais?.!’® A orientagio do CADE tem sido restritiva,
como evidenciado no arquivamento do caso Google Shopping (Processo Administrativo n°
08700.005694/2013-19), onde se concluiu que os dados por si s6 ndo eram essenciais, mas sim
a capacidade de tratamento algoritmico da plataforma (BRASIL, 2019e).

Os criticos dessa extensdo da EFD alegam que o dado ¢ um bem "ndo-rival" (sua
utilizagdo por um ndo impede a de outro) e que sua coleta ¢ relativamente facil.!”” Em
contrapartida, os defensores da Doutrina sustentam que, embora o dado individual seja nao-
rival, o conjunto agregado de dados sob dominio da plataforma, protegido por efeitos de rede,
é, efetivamente, irrecuperdvel por novos agentes em um periodo razodvel.!’®

O principal desafio da EFD, entretanto, ¢ o risco a privacidade: a imposi¢do do
compartilhamento de dados entre corporacdes, sem o controle e consentimento do titular,
poderia configurar uma ofensa ao direito fundamental de protegdo de dados.!”

O Direito a Portabilidade de Dados, previsto no Artigo 18, V, da LGPD e no Artigo 20
do GDPR,'® surge como uma opcio que harmoniza as duas esferas regulatérias. Esse direito
assegura ao titular a faculdade de obter seus dados em um formato estruturado, amplamente
utilizado e "machine-readable" (legivel por maquina), e de transferi-los para um novo
fornecedor de servico.'®!

O propoésito central desta garantia ¢ a defesa da autodeterminagdo informativa,

reforcando a soberania do individuo sobre suas informacdes.!®> O WP29 (hoje EDPB) afirmou

174 KREIN, 2018

17S CANDEUB, 2005, p. 829

176 PONCE, 2019

177 LAMBRECHT; TUCKER, 2015, SOKOL; COMERFORD, 2016
178 STUCKE; GRUNES, 2016

179 LEHTIOKSA, 2018

18 PONCE, 2019, SILVA; MOURAO, 2020

181 BRASIL, 2018

182 PONCE, 2019
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que a portabilidade ¢ um complemento ao direito de acesso, pois "fortaleceria seu controle
sobre estes [dados] em razdo da exigéncia de formato usualmente utilizado e 'machine-
readable".'®* Nio obstante, o impacto concorrencial derivado da portabilidade ¢ inegavel: a
medida diminui os custos de troca (switching costs) e enfraquece o lock-in, capacitando
startups e novos competidores a acessarem a base de usudrios dos players dominantes.'3*

Um dos principais obstaculos regulatérios reside na precisao do escopo do direito a
portabilidade. O GDPR, na Europa, interpretado pelo Artigo 29 Working Party (WP29), deu
passos a frente ao indicar que dados "observados" (a exemplo do historico de uso) deveriam
ser portaveis, juntamente com aqueles "fornecidos" ativamente pelo titular. Contudo, o texto
da LGPD brasileira (Art. 18, V)!*° é omisso, e a tramitagio legislativa aponta que tal direito
sera restrito em nome do segredo comercial e industrial, o que provavelmente excluira dados
derivados ou inferidos — justamente os que carregam maior valor para a dinidmica
concorrencial.

Apesar de promissora, a portabilidade enfrenta limitagdes como remédio concorrencial.
O leque de dados que podem ser transferidos costuma ser estreito. O Artigo 29 Working Party
(WP29) europeu propds uma classificagdo de dados ao analisar o GDPR, distinguindo entre
informacdes "fornecidas" (de forma ativa pelo usuario), "observadas" (reunidas pela
plataforma) e "inferidas" ou "derivadas" (produzidas pela plataforma, como pontuagdes de
crédito).'86

A legislacao brasileira (LGPD) ¢ imprecisa, mas o direito de portabilidade usualmente
encontra limites no resguardo dos segredos comercial e industrial,'®” excluindo na pratica os
dados inferidos e derivados, que s3o os mais relevantes para a competitividade.'3® Criticos
como Swire e Lagos (2013) argumentam que a portabilidade, como desenhada, "provavelmente
reduz o bem-estar do consumidor", pois impde custos a todas as empresas (independentemente

do poder de mercado) e pode desincentivar a inovacao, ao obrigar o compartilhamento de dados

183 ARTICLE 29, 2017, p. 4

13 OCDE, 2016; PONCE, 2019

185 Art. 18. O titular dos dados pessoais tem direito a obter do controlador, em relacdo aos dados do titular por ele
tratados, a qualquer momento e mediante requisi¢do: [...] V - portabilidade dos dados a outro fornecedor de servico
ou produto, mediante requisi¢ao expressa, de acordo com a regulamentagdo da autoridade nacional, observados
os segredos comercial e industrial. (Lei n° 13.709/2018)

186 ARTICLE 29, 2017; PONCE, 2019

187 BRASIL, 2018

138 PONCE, 2019
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que foram coletados através de investimentos em qualidade de servigo.!®® Adicionalmente, o
mero direito de transportar o dado nao implica, por si sd, o dever de as plataformas manterem
sistemas tecnicamente compativeis e interoperaveis.'*°

Uma terceira abordagem, que contorna as restrigoes da portabilidade no nivel individual
e os perigos da EFD, ¢é o estabelecimento de sistemas setoriais de interoperabilidade
compulséria, sendo o Open Banking o seu modelo de referéncia.!”! A introducio do Open
Banking no Reino Unido partiu de uma agdo da autoridade de concorréncia (CMA), a qual
diagnosticou o mercado bancario como extremamente concentrado, com elevados entraves a
entrada e pouca mobilidade dos clientes (devido aos altos custos de troca).'*?

A assimetria de informagdes, onde os grandes bancos detinham os dados dos clientes,
foi considerada o principal impedimento.'®® A solucio foi obrigar os maiores bancos a criar um
padrdo de API aberto (Application Programming Interface) que permite o compartilhamento
de dados do cliente com terceiros (como as fintechs), ancorado no consentimento explicito do
titular.!¥*

Os objetivos declarados pela CMA incluiam "(i) reduzir as barreiras a pesquisa e de
troca; (i1) diminuir as fricgdes da jornada de compra de servigos bancarios; (iil) superar a inércia
dos consumidores...".! O Banco Central do Brasil implementou um modelo anilogo

(Resolugdao Conjunta n® 1, 2020). Contudo, € perigoso assumir que o Open Banking alinha
automaticamente concorréncia e protecdo de dados. Embora o modelo se ancore no
consentimento do usuario para a partilha, a pratica revela o risco de um 'consentimento
performatico'. O consumidor, muitas vezes seduzido por promessas de facilidade ou crédito,
autoriza o compartilhamento sem compreender a extensao do perfilamento que serd realizado.
H4 um risco real de desvirtuamento: mesmo com o consentimento formal (LGPD), os

dados financeiros compartilhados podem ser utilizados para refinar a precificagdo

discriminatéria ou explorar vulnerabilidades comportamentais (function creep'®®). Nesse

18 SWIRE; LAGOS, 2013, p. 349

19 SILVA; MOURAO, 2020

191 SILVA; MOURAO, 2020; RICHTER, 2020

192 COMPETITION..., 2016

193 SILVA; MOURAO, 2020

194 Ibid.

195 COMPETITION..., 2016, p. 463-465

19 Function Creep (ou desvio de fungdo) descreve a expansio gradual do uso de dados ou sistemas de vigilancia
para finalidades distintas daquelas para as quais foram originalmente coletados ou projetados, ocorrendo
frequentemente sem o novo consentimento ou conhecimento do usuario.
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cenario, a interoperabilidade ndo empodera o individuo, mas apenas descentraliza a vigilancia,
permitindo que mais agentes econdomicos acessem a intimidade financeira do usuario sob um
verniz de legalidade.

Contudo, a analise da intersec¢dao entre concorréncia ¢ dados ndo se esgota nessas
solucdes estruturais (como EFD ou Open Banking). Ela também se manifesta em praticas
abusivas didrias contra o individuo — como a precificagdo discriminatdria — que, por sua vez,

exigem a intervengdo de outro microssistema juridico fundamental.

CONSIDERACOES FINAIS
Conforme demonstrado pela analise dogmatica e jurisprudencial adotada, a Era Digital
promoveu uma redefinicdo substancial da nocdo de poder de mercado. Os gigantes da

Economia de Plataforma empregam a acumulagdo em larga escala de dados pessoais como o

197

maior impedimento a entrada de rivais, capitalizando os data-driven network effects’”’” e do

lock-in para solidificar os data-opédlios.'”® Esta conjuntura expde a inadequacdo do antitruste

classico, que, ao se concentrar exclusivamente no prego, falha em reconhecer o prejuizo

199

concorrencial que se manifesta na redugdo da privacidade'”” e na influéncia comportamental

exercida por meio de "tecnologias aditivas".?%
A solugdo a essa conjuntura demanda uma acdo regulatoria sinérgica que consiga
conciliar o Direito Concorrencial com o Direito Fundamental a Protecdo de Dados.?’! O

"202 entre estas duas areas ¢ inadiavel. A mera

didlogo sobre o "alinhamento substantivo
portabilidade, apesar de vital para a autodeterminagio informativa,?®> mostra-se incompleta
como solucao isolada, devido as limita¢des do seu alcance.
A Doutrina da Infraestrutura Essencial, se estendida aos dados coletivos, possui grande
. : o . o 204
potencial, mas carrega um risco consideravel para a garantia da privacidade.
Por fim, a andlise critica sugere que a ado¢do da interoperabilidade setorial obrigatéria

(como exemplo o Open Banking/Finance) ndo deve ser celebrada como a solugdo definitiva.

197 STUCKE; GRUNES, 2016

198 STUCKE, 2018

199 KREIN, 2018

200 ALTER, 2017

201 ZANATTA; RENZETTI, 2019
202 LYNSKEY, 201

203 PONCE, 2019

204 LEHTIOKSA, 2018
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Acreditar que a quebra dos monopolios via compartilhamento de dados trara bem-estar
automatico ¢ uma ilusdo, caso o modelo de negdcio subjacente continue sendo a extracao de
valor comportamental.

A “abertura” dos dados, mesmo sob a gestao do titular, carrega o risco de ampliar a
superficie de exposi¢ao do individuo a praticas predatorias. Se a regulagao focar apenas no
fluxo técnico dos dados e ignorar a exploragdo econdmica que ocorre apds o consentimento, o
Open Finance servird apenas para sofisticar o controle sobre o consumidor, € nao para liberta-
lo.

Ademais, a convergéncia institucional necessaria para enfrentar esse cenario depara-se
com obstéculos estruturais severos. O CADE, historicamente moldado pela busca da eficiéncia
econdmica e pela teoria dos pregos, ¢ a ANPD, guardid de direitos fundamentais da
personalidade, operam sob logicas, temporalidades e chaves hermenéuticas distintas.

A auséncia de canais de cooperacdo formalizados, somada a rigidez burocrética, pode
tornar o 'alinhamento substantivo' inécuo na pratica, criando um vacuo regulatorio onde as
plataformas consolidam seu poder enquanto as autoridades debatem limites de competéncia. A
superacao desse impasse exige a criagdo de grupos de trabalho permanentes e equipes conjuntas
de andlise (Joint Teams), estabelecendo mecanismos de consulta obrigatoria entre os 6rgaos.
Somente essa sinergia operacional garantird que as decisdes regulatdrias sejam holisticas e
tempestivas, acompanhando a velocidade da inovagao tecnologica.

Como insiste 0 Grupo de Assessoria Etica da Autoridade Europeia de Protegdo de
Dados, "os seres humanos nao sdo idénticos aos seus dados apesar da crescente precisao com
a qual os seres humanos podem ser digitalmente modelados, suas qualidades e propriedades
catalogadas, seus padrdes sistematizados e seus comportamentos previstos".?%

A supervisdo articulada de instituicdes como o CADE e a ANPD torna-se, assim,
crucial para assegurar que a expansao da Economia Digital se dé em um contexto que estimule

a concorréncia e, concomitantemente, respeite os direitos fundamentais do cidad3o.?%
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